Crosswalk Results: Minimum Metadata Set & Crosswalk Between                                                                                  EHR Interoperability Model/Life Cycle Model – CDA R2 – RM-ES Functional Profile

Deliverable: 
A crosswalk between key criteria between the Lifecycle Model, CDA R2 Header, and RM-ES Profile to determine related metadata concepts and terms and work toward a single list of metadata concepts and definitions where possible.
Collaboration and Standard:

· Electronic Health Record Technical Committee – EHR Interoperability Work Group: Reference Profile for EHR Interoperability, Release 1; A Profile of the HL7 Electronic Health Record Interoperability Model (EHR/IM) DSTU

· Structured Documents Technical Committee: HL7 Implementation Guide for CDA Release 2
· RM-ES EHR-S Profile Work Group: EHR-S Records Management and Evidentiary Support Functional Profile 


Glossary
CDAr2
HL7 Clinical Document Architecture Release 2

DSTU
HL7 Draft Standard for Trial Use

EHR
Electronic Health Record

EHR/IM
Electronic Health Record Interoperability Model Draft Standard for Trial Use, March 2007

EHRS/FM
Electronic Health Record Functional Model, normative standard, March 2007

HL7 
Health Level Seven, an ANSI accredited standards developer

RM-ES
Records Management and Evidentiary Support


Background

The HL7 Electronic Health Record Technical Committee is focused on standards applicable to EHR Systems and EHR Records.

The EHR System Functional Model describes functional characteristics (functions) of EHR Systems.  EHR Systems conform to functional profiles of the EHRS/FM.  The EHRS/FM is a normative HL7/ANSI Standard, published March 2007. The EHR Interoperability Model describes characteristics of interoperable EHR Records.  An EHR Record is a persistent artifact which may be independent of the EHR or other System from which it originated.  The EHR/IM is an HL7 Draft Standard for Trial Use, published March 2007. As the EHR/IM was developed the obvious question arose, given this set of record interoperability requirements, what implementation strategy might be considered for the Common EHR Record Unit?  Although the EHR TC considered alternatives CDAr2 was the obvious and immediate candidate.  Rather than invent something new, why not re-purpose HL7’s long-standing document architecture as an implementation strategy for the Common EHR Record Unit?  Thus this Reference Profile was initiated.  The RM-ES EHR-S Functional Profile used the EHR functional model to specify system functionality and conformance criteria to support a legally sound health record.  There is overlap of concepts between the Interoperability Model and CDA r2.
Crosswalk Result Findings:
	EHR/IM ID
	HL7 EHR/IM Interop Assertion/Requirement

(from EHR/IM Column B)
	HL7 CDAr2 Attribute/Notes
	
	RM-ES Profile 

Mapping and Notes
	Reconciliation Roadmap

	EHR Interoperability Model Section 3 - Act Record (Common EHR Record Unit)

 
	

	3

	An Act is documented by an Act Record instance.
	 
	
	
	

	3.1

	  An Act/Act Record instance is uniquely identifiable.
	Clinical Document ID
	
	DC.1 Care Management - identifies the content that is to be collected, but does not specify a uniquely identifiable Act record. 

Reconciliation: Does the profile include concept of Act Record in RM-ES Profile? If so, where? What should be said?   (see reference on transcribed document to describe the concept)  The CDA is functioning as an Act record. 

	RM-ES: Explicitly address the concept of an Act Record in the EHR-S FM Release 2 and RM-ES Profile when updated.

· Utilize illustration from Reed on transcribed documents and act/act records



	3.2

	  An Act Record is persistent legal evidence of Act occurrence.
	legalAuthenticator
	
	Related functions: IN.1.8 (Information Attestation); IN.2.1 (Data Retention, Availability & Description); IN.2.2 (Audit Record & Metadata); IN.1.1 (Authentication); IN.2.1.1 (Record Preservation)


	The process of incorporating the RM-ES functions and priorities into the EHR-S FM Release 2 should address the concept.
CDAr2 – legal Authenticator may be too narrow since it relates to only a person (could be a device). (See 3.7.2.1 to address the specifics)

Notes: Structured Documents has relaxed the legal authenticator and for the CCD has relaxed to reflect the organizational authentication.

	3.3

	  An Act Record is an entry (unit of record) within the Electronic Health Record.
	An instance of the CDA is an item within a medical record.


	
	Related functions include:  IN.2.1 (Data Retention, Availability & Destruction), S.2.1 (Health Record Output)


	EHR-S FM – include this concept with Act Record info.



	3.4

	  An Act Record is comprised of multiple attributes (elements).
	<Yes!>
	
	Related functions include:  DC.1 – 3 (Care Management).
	No action needed

	3.5
	  An Act Record may contain attributes:
	 
	
	
	

	3.5.1

	    Current to the Act
	ClinicalDocument
EncompassingEncounter
	
	Look at DC.1 addresses collecting of actual events and information. 


	No action needed

	3.5.2

	    Of an historical nature
	Observation/effectiveTime
SubstanceAdministration/effectiveTime
Supply/effectiveTime
Procedure/effectiveTime
Encounter/effectiveTime
Act/effectiveTime
	
	Look at DC.1 – collection of historical information. DC.1.2  (Manage Patient History)


	No action needed

	3.6
	  An Act Record is (one of):
	 
	
	
	

	3.6.1

	    Patient related and patient identifiable.
	recordTarget
	
	DC.1.1.1. Multiple conformance criteria 
S.2.2 Report Generation


	No action

	3.6.2

	    Not patient specific.
	Instances in which CDA has been made non-patient specific.  Implementation guides for quality and submissions for CDC have been non-patient specific. Nulled the patient in the IG as a requirement.  
	
	DC.2 Decision Support and IN.

DC.2.2 Population Health (details)

DC.2.6 Population Health (details)

DC.3 Business Rules and IN. 6 and IN.7 

S.1.5 Reports CC2 – The system should provide the ability to de-identify extracted information.

S.2.2 Summary Reports – 

S.2.1.1 Outcome Measures & Analysis

IN.2.2 Audit Record & Criteria Related to the system 


	No Action

	3.6.3

	    Patient related but aliased.
	Patient/name - flagged as alias
	
	RM-ES and EHR FM doesn’t have the concept of flagging. 

DC.1.1.1 captures the concepts

IN.3 Registry and Directory Services 


	Need to further define the 2 concepts:

A) Individuals using an alias, 
B) original record is stripped of identifiable info and a new ID is inserted). Need to have a way to differentiate both.
Notes: A CDA is used for both of these situations.  Document just has the identity assigned to it by the system.
EHR-S FM: Address the concepts and functions related to alias and flagging.(both concepts)
RM-ES: Include concepts and functions related to alias and flagging.(both concepts)

	3.6.4

	    Patient related but anonymized.
	Patient/name - flagged as alias
	
	S.1.5 CC 2 Provide the information to de-identify. 

S.2.2 


	CDAr2 – reference to alias for an anonymized act record may not be a consistent function. Use term de-identified.
Note: Document is extracted and modified or revised for the purposes of de-identification. May have a cross-walk table if appropriate.

Lifecycle Model – Update to use term de-identified.

	3.7
	  An Act Record is (one of):
	 
	
	
	

	3.7.1

	    A non-attestable unit of the health record
	CDA only requires the potential for authentication, documents can be created without actual authentication.


CDA has a structure – human readable and machine readable/discreet content. The CDA asserts that the authenticator attests the human readable content. CDA can be links to other multi-media (some to legally authenticated and some to not legally authenticated).  
	
	IN.1.1 Authentication for users and devices

DC.1.1.3 – Capturing external source documents which may include PHR data

DC. –  Vital Records & flowsheet data entered manually

DC.1.1.3.2 - patient originated data through a device


	EHR-S FM: Review IEEE standards for validity checks related to device and auto data capture.
Seek device/IEEE expertise to assist with evaluating this issue.

	3.7.2

	     An attestable (signature specific) unit of the health record, which is (one of):
	CDA specifies the potential for authentication, but it is not mandatory. 
	
	IN.1.1 Authentication and IN.1.8 Information Attestation Statement:  Manage electronic attestation of information including the retention of the signature of attestation (or certificate of authenticity) associated with incoming or outgoing information.


	Cloning/Copy Paste in CDA is not specifically indicated.

	3.7.2.1

	     Attested by one or more Actor(s)/ Author(s)

(Note: may also want to reference retention of all authors) Actor could be a device or a person.
	authenticator
legalAuthenticator

Only allows one legal authenticator, but zero to many authors/attestors.

Authoring and signing are separate.
	
	IN.1.8 Information Attestation.

IF a record is completed by multiple authors, THEN the system SHALL allow for multiple-attestations linking the content completed to the appropriate author.

IF EHR content was attested by someone other than the author, THEN the system SHALL provide the ability to present (e.g. view, report, display, access) the author(s)) and attester.


	Critical Issue of high priority.  Include on checklist of critical concepts – concepts of authors, edits, permissions, etc.
CDA: Include reference of retention of authors and that an actor could be a device or person. 
Note: CDA can retain the contributors. The base standard has all authors in the header. 
EHR-S FM: Need additional clarification of documentation of a non-authenticator as an Act Record.



	3.7.2.2

	      Not yet attested
	The absence of authenticator or legal authenticator or X (required) signatureCode indicates a document has not been attested.
	
	IN.2.5.3.1 Pending State. Statement: Health record information may be started, updated, but not completed. The records, although not complete, can represent an important piece of healthcare information particularly if viewed for patient care purposes.

IN.2.5.5 Health Record Completeness


	No action needed.

	3.8
	  An Act Record has (may have):
	 
	
	
	

	
	
	
	
	
	

	3.8.1

	    One or more originating Actor(s)/Author(s)
	Author
	
	Author = Authenticated User/Entity/Devices,  IN.1.1

Entity Authorization (EHR-S functions access, including originating, amending) IN.1.2
Patient Access Management IN.1.4  Patient as Author/Actor  IN.1.8 Information Attestation – concept of author and authors/attestors in relationship to an entry.
Reconciliation: Means: device ID, user ID, system ID. Means ‘original’ or ‘source’. IN 2.3.5 supports that the actor might be an application.
	CDA: Does “Author” reflect more than one or is it limited to one.  Does an author always have to be a person, could it be a device?
Note: Zero to many authors. Authoring is allowed from automated machines.  In R3 of CDA may differentiate person and device. Legal Authenticator is a person or entity, but author can be a device or person.

RM-ES: Concept of author must be more clearly clarified.  “A” vs. “a” and relationship to role.  Would a device be an actor – needs clarification of the source (see IEEE notes above)


	3.8.2

	    One or more amending Actor(s)/Author(s)
	This would be the Author on the amending CDA document instance.
	
	Author = Authenticated User/Entity/Devices,  IN.1.1

Entity Authorization (EHR-S functions access, including originating, amending) IN.1.2

Patient Access Management IN.1.4  Patient as Author/Actor. Information Attestation on amendments IN.1.8 cc 3
Amended, Corrected or Augmented State  IN.2.5.3.2 Statement: Updates to health record information made after finalization (or the signature event/attestation) will be handled as an amendment, correction or augmentation.

Means: ‘original’ plus multiple versions submitted or authored by a device ID, user ID, system ID. IN 2.3.5 Store the location if stored among several applications. Supports that the actor might be an application. Also IN3 – links to applications. Also IN 2.2.27. Also 1.8 says “signature” – same or different than “ID”.
	CDA: Can the CDA handle more than one author?  
Note: Yes zero to many authors. The CDA doesn’t limit, but there may be only one legal authenticator.
RM-ES - Devices: Further explore concept of amending a device entry (e.g. if source system fails or is delayed).

Evaluate situations where a doctor overwrites a nurse’s entry without retaining versions/amendments.

	3.9

	  An Act Record is sourced by an originating application.
	custodian
CustodianOrganization
	
	Means: don’t know if same or different than 3.8.1. IN 2.2.1 Source Systems.
	CDA: Is custodian the healthcare entity? Doesn’t seem to be a match.  
Note: The CDA (document specification) – the custodian represents an organizational unit not a system context for the safety and care of the document as part of the EHR record. The system is out of the scope of the CDA.

Question for IM  – is it important to clarify the originating application for the CDA? Need to understand the intent.
RM-ES: Clarify that this is in the audit record.

	3.10

	  An Act Record allows revision by additive amendment only.


	relatedDocument
	
	(Possible disrepancies or gaps with Pending State IN.2.5.3.1 and Amended, Corrected, Augmented State IN.2.5.4.2 plus the dependencies in Managed Structured Health Record Info IN.2.5.2 cc 8, 9, 10 and Manage Unstructured Health Record Information IN.2.5.1 cc 8, 9, 10.)

 (Note for discussion: Consider whether there are system requirements that must be exempt from any consideration of possible “over-ride” or, more properly, “bypass” options such as in an Emergency Access Protocol IN.1.3.1 or Administrative/Records Management Permissions)

Means: ‘original’ is never deleted/obliterated/unavailable. DC 2.4 et al. Also IN 2.5.3 “Proper amendment”. IN 2.2.1.4 uses the word “change” – is this an edit or an amendment?
	IM; Does this also include a correction and augmentation? The term additive could be misunderstood as only adding information to the note.  Consider using amendment, correction or augmentation. Amendments create an additive record (new version) – information may be added or deactivated. For example, subtractive amendment may be implemented by subtractive markers that are intended to be removed. 
Notes: For interoperability need to explore the reversioning and addendum – when to send the final version; when to send the addendum along with the original.

CDA: Can they be linked?
Notes:  Called an addendum – a document that is edited/ changed; The documents are linked. CDA supports reversioning and addending. 
Reversioning – Edit and keep old one on file and view new reedited version with linkages. Addendum – addendum is viewed off to the side to be reviewed in sequence. Viewed together.  Metadata track the changes.
RM-ES: Explore the next level of complexity for amendments related to exemptions, Clarify if amendment is similar to deleted, obliterated, unavailable as they relate to terms in the IM.


	3.10.1

	    Each Act Record amendment may include a reason for amendment
	This could be specified as an optional section in the amendment document via implementation guide,
	
	IN 2.5.3.2 “reason” concept among the choices. IN.2.5.3.2 cc 2 (not mandatory)

	CDA; Consider adding as optional information in implementation guide or release 3 header
Notes:  Haven’t established a header field if codified.  At this point the reason is usually captured in the text.   Something could be taken up in the R3 work. 

	3.11
	  An Act Record is timestamped according to:
	The document has a timestamp.
	
	
	

	3.11.1

	    Act Date/Time
	Observation/effectiveTime
SubstanceAdministration/effectiveTime
Supply/effectiveTime
Procedure/effectiveTime
Encounter/effectiveTime
Act/effectiveTime
	
	IN2.2 – Audit Record.  Date and time stamp

NOTE: Is it an absolute that there is always a date and time stamp with an act record. Act records are arbitrary – can be one data element or a collection of many data elements. Whatever is defined as an act record will always have a date and time stamp. Recognize that each version will also have a date/time stamp.   The record may not be documented with the ACT was done. 

Time synchronization is absent.  (Time zone issues with and inbetween systems).  Some type of checklist for machines or instruments or anything interfaced to EHR or standard synchronization is needed.  The e-signature piece and what the machine sends and what is received. There are different standards.  The source system doesn’t seem to have the same standards/expectations.  If act record is coming into the system then xxx must be done.

Where do System actions or System business rules utilization date/times fit into the scheme? Ex: “Copy Forward” function used March 3, 2009 11AM = Act Record or is Copy Forward an Attribute of an Encounter Act Record launched using it on 03/03/2009?

IN.1.2 cc 2 (ref. IN.2.2) …recording all authorization actions (presumably any “action recording” includes date/time.

IN.1.5 Non-Repudiation Description, “- Timestamp, which proves that a document existed at a certain date and time.”

IN.1.5 Non-Repudiation cc1 The system SHALL time stamp initial entry, modification, or exchange of data, and identify the actor/principal (i.e. users, entities, applications, devices, etc.) taking the action as required by users' scope of practice, organizational policy, or jurisdictional law.

IN.2.1 Data Retention, Availability, and Destruction Statement/ Description  “This may include business context data such as metadata which identifies the authors, date and time stamps, and access control logs. etc. and other types of data that are collected by the system that provides the context in which information was created, when, by whom etc”
	RM-ES: Explore criteria related to capturing both the act record date/time stamp as well as the act date/time when it is appropriate.
CDA: Consider concept of the potential difference in time an act is recorded and when it has occurred.  Is this something that should be addressed?

Notes: To the extent that the RIM has the base time class supporting it would be covered. Duration is just an extension to the date time intervals.

	3.11.2

	    Act Duration
	Observation/effectiveTime (interval)
SubstanceAdministration/effectiveTime (interval)
Supply/effectiveTime (interval)
Procedure/effectiveTime (interval)
Encounter/effectiveTime (interval)
Act/effectiveTime (interval)
	
	Note: This is the duration of the act. Example: start and end time or start and duration.  This is called the Interval in the CDA.   The RM-ES handles the information that is the result of the Act, not the act itself.  Where appropriate the duration may become part of the Act Record -- 


	IM: Clarify that duration means interval or start and stop time? Clarify what duration applies to – an act or the encounter or recording process?

Possible methods to calculate:

1) Start and Stop time

2) Start and duration

3) Stop and duration

RM-ES: Duration as a concept is missing.  Could be calculated with start time and stop time documented or calculated in the system.  Evaluate if duration should be incorporated.

	3.11.3
	    Act Record Origination Date/Time
	ClinicalDocument/effectiveTime
	
	IN.2.5.3.3 cc3 Shall record and display the date, time, and user for the original and updated version

IN.2.2 and 2.2.1
	No action required.

	3.11.4

	    Act Record Amendment Date(s)/Time(s)
	relatedDocument
	
	IN.2.5.3.2 cc3   Shall record and display…the date, time, user

IN.2.2 and 2.2.1

IN.2.5. xxx  Versioning and Amendments
	No action required.

	3.12
	  An Act Record is oriented to physical locations:
	 
	
	
	

	3.12.1

	    Act Location
	EncompassingEncounter/location
	
	(Relates to the physical location of the act)

Entity authorization (does include location) IN.1.2

DC.3.1.2 

S.  – Provider location/offices

Also – patient’s location in the facility S.

S.3.1.2.5 – Other encounter and care support

S.3.13 – Captures location of hardware (Check on this) 


	RM-ES: Location of the Act is not clearly identified in the RM-ES. 
CDA: The location designation is locally defined.  Covered more for acts and using the clinical modeling. Implementation guides have been done on this.  This is doable in the header not in the body.

	3.13
	An Act Record is originated/amended at a specific device and network location.
	assignedAuthor[assignedAuthoringDevice]/addr
	
	IN.1.2

S.3.1.4 to support remote healthcare services

DC.1…..  Capture patient originated data

Note: 


	CDA – Verify that this is the same concept.
Note: This needs to be taken back to Structured Documents and clarify in R3.
RM-ES: Evaluate device/network location function/criteria in RM-ES. Is it even necessary to collect and/or retain this information? Check to see if this is captured in the security domain and may be part of their records.

	3.14

	  An Act Record may contain uniquely identified multi-media elements.
	ObservationMedia
linkHtml
	
	IN.2.5 – Store and manage HR info (photo’s, letters, scanned images, are referenced in this section.  

DC.3.2.1 – Support for inter-provider communication CC5 


	RM-ES: Baseline intent met. Complex issues with integrating system such as PACS into EHR could be explored. What is part of the EHR-S?  How to handle multi-media and receipt of information including situations where information is not in a readable/useable format. 

	3.15
	  An Act Record may contain uniquely identified document elements.  
	Document/relatedDocument/ParentDocument
reference/ExternalDocument
- May refer to Act IDs??
	
	DC.1 – functions captures the care delivery process, however, it is out of scope for the EHR-S FM/RM-ES to get into the “elements”

	IM – Evaluate whether the term “elements” is the right term. Elements may be of components of an act record. (Define or use different term). 



	3.16

	  An Act Record may be signed or attested as complete, by declaration or by algorithmic measure.
	legalAuthenticator
<also Template Constraints>
	
	IN.1.8 – Information attestation


	RM-ES:  In IN1.8 need to address attestation done by algorithmic measure. Also clarify the concepts of “complete” being linked to attestation.  Clarify concept of authentication vs. attestation.
IM: Clarify that algorithmic measure wasn’t intended to be a PIN, but auto evaluation of attributes then an action occurs.
CDA: What about other authors and contributors? How does the CDA handle multiple authors?

Note: CDA allows for 1 legal authenticator and multiple authors.


	3.17

	  An Act Record may be designated as accurate, by declaration or by algorithmic measure.
	legalAuthenticator
<also Template Constraints>
	
	IN.1.8 Information attestation


	RM-ES:  In IN1.8 need to address attestation done by algorithmic measure. Also clarify the concepts of “accurate” being linked to attestation.  Clarify concept of authentication vs. attestation.

IM: Clarify that algorithmic measure wasn’t intended to be a PIN, but auto evaluation of attributes then an action occurs.

CDA: What about other authors and contributors? How does the CDA handle multiple authors?



	3.18
	  An Act Record may embed access controls to allow only permitted:
	 
	
	
	

	3.18.1

	    Record access/view
	ClinicalDocument/confidentialityCode -Note CDA provides basic confidentiality codes at the document and section levels.
	
	IN.1.3 Access Control 

IN.1.3.1 Emergency Access Controls
	CDA: How do access controls relate to confidentiality controls?
Notes: Currently CDA does not convey in the metadata anything beyond basic confidentiality codes.  Would only be relevant with local use and not with exchange.  

Note: For Structured Documents - This is one of the areas of work ahead to do this safely and appropriately. Identification of roles and sharing authorization across boundaries.

	3.18.2

	    Record creation/ amendment
	Not currently supported in CDA – will be considered in future collaboration between EHR, SD and Security TCs.
	
	IN.2.5.x Manage record statement – amendment, 


	CDA: How is it envisioned that the CDA support the amended record. 
Notes: In CDA this is viewed as a system behavior not a document level. 
RM-ES: Complete the reference

	3.19
	  An Act Record has an embedded audit trail, tracing:

Notes: See the lifecycle model events and reconcile.
Lifecycle model has an additional item for “Deprecation” which is similar to RM-ES Retraction.

Could take each lifecycle event and better describe what happens with each event and then what markings would be captured. 


	 
	
	
	

	3.19.1

	    Original record content along with each successive amendment, timestamped
	ClinicalDocument/effectiveTime
	
	IN.2.2.1 cc XXX
	CDA: is the effective time the same as the timestamp? Is it when the CDA was created or is it related to something else?  How does this relate to successive amendments?
Is there a notation that there is a previous version and an amendment?  How do the codes for Append and Replace relate?
Notes: Today CDA doesn’t incorporate audit data, but it can be audited by the system. System has to audit, but they are not an integral part of the document. CDA can point to an audit trail, but it is not attached and exchanged.  If we are looking at the conveyance of audit data in exchange, we need to look at the implementation guide and standard (could be a message structure or a separate document). Need to look at the standards that exist for representing audits.
RM-ES: clarify the function


	3.19.2

	    Point of record creation and amendment
	ClinicalDocument/effectiveTime
	
	IN.2.2 Audit Record  (3) The system SHALL provide audit capabilities indicating the time stamp for an object or data creation.

IN.2.2. (add the one related to amendment)


	CDA: Verify the Effective Time vs. timestamp
RM-ES: Add function and conformance criteria related to amendment



	3.19.3

	    Point of record access/use

Uses include: 

Created, updated, translated, viewed, extracted, or deleted. Discussed at the individual act record level and what should be included: Agreed that at a minimum the uses include creation, update and view. Other uses (translate) may be recorded in other types of audit tracings/reports, but not necessarily at the act record level. 

Discussed narrowing IM lange to view rather than access/use. 
	Not currently supported in CDA – will be considered in future collaboration with EHR, SD and Security TCs.
	
	IN.2.2 Audit Record  


Viewing:  IN.2.2 (7) The system SHALL provide audit capabilities indicating the time stamp for an object or data view.

GAP: Audit tracings for disclosure, reporting (printing-fax); output generated – is this a report or function and also an audit tracing?  Discussed whether the act record should have output recorded – decided no.  We would look toward other types of reports/tracings see S.2.2.1.

S.2.2.1 description - An auditable record of these requests and associated exports may be maintained by the system. This record could be implemented in any way that would allow the who, what, why and when of a request and export to be recoverable for review.  GAP – review and make sure that there is an audit/report criteria.

13. The system SHOULD provide the ability to maintain a record of disclosure/release that includes the recipient, and outbound content.
	IM: Term “use” should be constrained to view
CDA: discuss how and if this is appropriate for the purpose of a CDA. (If there are record access/use constraints – how would they accompany the document).

NOTE: This would be an audit that might be associated to the record.
RM-ES: If the term “use” is not constrained, then there are gaps for use such as disclosure, export, reporting, printing, faxing, etc.

	3.19.4

	    Point of record content translation

Note: need to define – is it language to language, is it translation of data type?  Constrained to language to language for purpose of discussions.  May need to think about a different way to identify translation amendments/views – perhaps a system ID vs. human ID for translation types of amendments or views.
	ClinicalDocument/relatedDocument/ParentDocument
<Document Originator Application Role>
	
	If language to language – then from an RM-ES this is handled as a version and amendment.

Also discussed whether translations of language to language may also be through viewing.


	IM:  Need to define translation
CDA: verify that translation is considered in the same way

Note: Handled as a revision to a document through translation.

RM-ES: Gap – need to clarify translation and then determine best approach

	3.19.5

	    Point of record transmittal or disclosure
(to external entity)
	Not currently supported in CDA – will be considered in future collaboration between EHR, SD and Security TCs.
	
	IN.5.1 Interchange Standards

The system SHOULD provide the ability to maintain a record of disclosure/release that includes the recipient, and outbound content.
	CDA: Verify that there is not transmission metadata, a record of who sent, etc. that is maintained. (Tag to affirm who executed the transmittal from where it came from; how a recipient would verify that they received a CDA from reliable state.)
Note: This would be an audit that might be associated to the record, but not in the CDA.

RM-ES: Address gap in metadata to maintain a record of transmittal or disclosure/release.

	3.19.6

	    Point of record receipt (from external source)
	Not currently supported in CDA – will be considered in future collaboration between EHR, SD and Security TCs.
	
	DC.1.1.3 – Capturing external source documents

IN.5.1 Interchange Standards

Gap: Receipt of records.  This will be very important with NHIN – capture, update, etc.   
Recommend referring to the FM2 project to add this function and to have the capture of validation information in IN.2.2 to ensure that correct information, patient information is checked before incorporating into the record.  (Address in both  EHR- FM level and RM-ES Profile)

Audit records need to support identification of where information came from and the validation of patient identity before placing on the record.
	CDA: Gap noted
Note: This would be an audit that might be associated to the record, but not in the CDA.

RM-ES: Gap noted – need to address in EHR-S profile.

	3.19.7

	    Point of record de-identification, aliasing

Note: These are two different concepts that should be split.
	Not currently supported in CDA – will be considered in future collaboration between EHR, SD and Security TCs.
	
	S.1.5 CC 2 Provide the information to de-identify. 

S.2.2 – Reports (de-identification criteria) 

No audit record for de-identification, but handled with other types of functions. 



	Split and define concepts uniformly across all three. Create an illustration. Also pull in concept of anonymized and how it relates. Also reference ISO work on anonymization/pseunemization. Also include masking.
CDA: Split and define as two different conflicts. 

Note: This would be an audit that might be associated to the record, but not in the CDA.

RM-ES:  Address functionality to handle alias and link records where appropriate. 



	3.19.8

	    Point of record completion
	legalAuthenticator
	
	IN.2.5.5 Health Record Completeness

Statement: Support the ability to identify a report or record as complete and identify the status as defined by the organization.


	CDA: Authentication is not completion. Need to discuss the concept of record completeness and whether there is value to passing this along in the header.
Note: If there are use cases that this is not adequate then we should present it to CDA.

IM: discuss whether completeness should be at the audit/tracing level.
RM-ES: Diagram process and identify the difference between identifying a record as complete and status. 

	3.19.9

	    Point of record attested accurate
	authenticator/time
legalAuthenticator/time
	
	IN.2.2 Audit Record. 9. The system SHALL provide audit capabilities indicating the author of a change in accordance with users’ scope of practice, organizational policy, or jurisdictional law.

IN.2.2.1 Point of Record Minimum Metadata Set.  The system SHALL capture and retain the author(s) of record/information that is part of the organization’s medical record.


	IM: change to point of attestation for an author(s).Metadata should be collected on the signature event.  Accuracy should not be purposefully called out.
RM-ES: verify audit record for the signature event (may be a gap). 
Consider adding “rules based and role based” attesting/authentication for administratively closing based on roles.  

Diagram the difference between inpatient and outpatient and types of records attestation/authentication.  

	3.20
	  An Act Record may be:
	 
	
	
	

	3.20.1

	    Part of a patient encounter

(look at section 5 and how act records are aggregated to encounter level)
	EncompassingEncounter  
	
	DC.1.1.1 (Identify and Maintain a Patient Record)

S.3.1 (Encounter/Episode of Care Management)

 
	RM-ES: Clarify term episode of care vs. encounter.  Gap for preservation of records at the encounter level. (possibly related to locking records a the encounter/episode level)

	3.20.2

	    Related to an identified patient problem
	<Observation within "Chief Complaint" or "Reason for Referral" Section>
	
	DC.1.4.3 (Manage Problem List); 


	IM – an act record may not necessarily tied to problem such as wellness checks, act records related to a decision support trigger.

	3.20.3

	    Related to a specific order or care plan 
(Note: consider adding a 20.4 – wellness and other interventions such as decision support triggers and related act records)
	ClinicalDocument/inFulfillmentOf/Order
	
	DC.1.6 (Care Plans, Treatment Plans, Guidelines, and Protocols)

DC.1.4. Orders a subset of summary lists.
	IM – an act record may not necessarily tied to problem.

	
	
	

	4

	[Per 2.3 & 3.4]  An Act Record is comprised of multiple attributes (elements).

Notes: this section describes the content of records.  


	Observation/referenceRange/ObservationRange
Substance/Adminstration
Supply
Procedure
Encounter
	
	DC.1.1.1 (Identify and Maintain a Patient Record).  This function refers to a unique record, but does not clearly indicate that it is a collection of records. Statement:  Identify and maintain a single patient record for each patient.

IN.2.5.x – structured and unstructured

In order to reconcile between the IM and RM-ES it is noted that an act record can be a single act or multiple act records.
	OK

	4.1

	  An Attribute is uniquely identifiable.
	Observation/id              

RegionOfInterest/id

ObservationMedia/id

SubstanceAdministration/id

Supply/id

Procedure/id

Encounter/id

Organizer/id

Act/id
	
	DC.1.1.1 (Identify and Maintain a Patient Record). This function refers to the importance of one patient identifier which isn’t the same as the CDA reference.

Note: Content of the Act record has unique attributes or data elements. Attributes are data values captured within the Act.  


	OK

	4.2
	  An Attribute has a data type.
	<Yes!>
	
	IN.2.5.1 and IN.2.5.2 – Manage Structured and Unstructured Health Record Information. These functions are required in the header of the DC.1 functions where data is collected.
	OK

	4.3
	  An Attribute is (one of):
	 
	
	
	

	4.3.1

	    Computable
	<Based on Data Type>
Example:  Observation/statusCode
	
	IN.2.5.2 - Manage Structured Health Record Information. These functions are required in the header of the DC.1 functions where data is collected.
	OK

	4.3.2

	    Non-computable
	<Based on Data Type>
Example:  Observation/text
	
	IN.2.5.1 - Manage Unstructured Health Record Information. These functions are required in the header of the DC.1 functions where data is collected.
	OK

	4.4
	  An Attribute may have (one or more):
	 
	
	
	

	4.4.1

	    Unit of measure
	Observation/value (PQ data type)
Supply/quantity
	
	Assumed by RM-ES
	OK

	4.4.2

	    Reference range
	Observation/referenceRange/ObservationRange
	
	Assumed by RM-ES
	OK

	4.4.3

	    Expiration date/time or duration
	EffectiveTime
	
	Assumed by RM-ES
	OK

	4.5
	  An Attribute may be encoded according to:
	 
	
	
	

	4.5.1

	    Industry standard coding/classification scheme
	<Any attribute of CE and CD data type>
	
	Assumed by RM-ES
	OK

	4.5.2

	    Local coding/classification scheme
	<Attribute with CWE constraints are extensible>
	
	Assumed by RM-ES
	OK

	4.6
	  An Attribute may be translated from one code set to another with:
	 
	
	
	

	4.6.1
	    Industry standard mapping scheme
	<Any attribute of CE and CD data type>
	
	IN.4 Terminology (versions, mapping)
	OK

	4.6.2

	    Local mapping scheme
	<Attributes with CE/CD which include translations>
	
	IN. 4 
	OK

	4.7
	  An Attribute may embed access control parameters to allow only permitted:
	 
	
	
	

	4.7.1

	    Attribute access/view

Note: At the atomic level within a section. This would be used when something has special considerations and handling.  There would be general access controls, but some records would have special permissions. (patient consents, confidentiality, masking)
	Note CDA provides basic confidentiality codes at the section level, notat the entry level.
	
	IN.1.3 Access Control, but not at the record instance level. 

IN.1.9 – Patient Privacy and Confidentiality

 8. The system SHALL provide the ability to maintain varying levels of confidentiality in accordance with users' role, scope of practice, organizational policy, or jurisdictional law.

9. The system SHALL provide the ability to mask parts of the electronic health record (e.g. medications, conditions, sensitive documents) from disclosure according to scope of practice, organizational policy or jurisdictional law.

10. The system SHOULD provide the ability to indicate (e.g. flag) to users of the health record (such as clinical or administrative) that content has been masked.

11. The system SHALL provide the ability to override a mask in emergency or other specific situations according to scope of practice, organizational policy or jurisdictional law.

12. IF the system allowed a user to override a mask in emergency or other specific situations THEN the system SHALL provide the ability to collect the reason and produce an administrative report.

(Purpose of this section in the IM is to mark with higher levels of access controls)
	CDA:  Evaluate how this level of control could be at the attribute level.
Note: CDA only supports a local confidentiality code in the header.

Need to understand a use case better to understand if something is highly confidential and what kind of representations are required.

	4.7.2

	    Attribute edit or amendment
Note: Consider using the term amendment to be consistent. Should clarify the difference between edit and amendment.
Edit – make changes before a record is complete

Amendment – make changes after the record has been completed/attested

Control header – if receiving the record would indicate if it is possible 
	N/A - CDA does not specify this behavior.
	 
	IN.1.3 Access Controls 
IN.2.5.X Amendment…


	IM: Update to include edit or amendment and clarify the term.
RM-ES: Explore whether access controls/permissions (view, edit, etc.) are at the data level. 

CDA:  Evaluate how this level of control could be at the attribute level.
Note: See previous notes on amendment/correction and explore general coding for addendums/corrections.
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